ДОГОВОР № \_\_\_\_\_\_\_\_\_\_

Комплексная подготовка и аттестация по требованиям безопасности информации серверного оборудования, предназначенного для подключения к Системе межведомственного электронного взаимодействия (СМЭВ)

|  |  |
| --- | --- |
| г. Иркутск | « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г. |

**Акционерное общество «Иркутская электросетевая компания»** (АО «ИЭСК»), именуемое в дальнейшем «**Заказчик**», в лице Директора по передаче электроэнергии – главного инженера **Терских Юрия Николаевича**, действующего на основании Доверенности № юр-76 от 01.05.2023 г., с одной стороны, и \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, имеющее лицензию ФСТЭК России на деятельность по технической защите конфиденциальной информации № \_\_\_\_\_\_\_ от \_\_\_ \_\_\_\_\_\_ 20\_\_ г. (бессрочная) и лицензию УФСБ России по \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_на осуществление разработки, производства, распространения шифровальных (криптографических) средств, информационных систем и телекоммуникационных систем, защищенных с использованием шифровальных (криптографических) средств, выполнения работ, оказания услуг в области шифрования информации, технического обслуживания шифровальных (криптографических) средств, информационных систем и телекоммуникационных систем, защищенных с использованием шифровальных (криптографических) средств (за исключением случая, если техническое обслуживание шифровальных (криптографических) средств, информационных систем и телекоммуникационных систем, защищенных с использованием шифровальных (криптографических) средств, осуществляется для собственных нужд юридического лица или индивидуального предпринимателя) № \_\_\_\_\_\_\_\_ от \_\_ \_\_\_\_\_\_\_\_\_\_ 20\_\_ г. (бессрочная), в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего на основании \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, именуемое в дальнейшем **«Исполнитель»**, с другой стороны, заключили настоящий Договор о нижеследующем:

1. **Срок действия Договора**
   1. Настоящий Договор вступает в силу с момента подписания и действует до 31.12.2023 г., а в случае, если обязательства, вытекающие из настоящего Договора, продолжались после указанной даты, то до полного выполнения Сторонами обязательств.
2. **Предмет Договора**
   1. Организация защищенного подключения информационной системы к Системе межведомственного электронного взаимодействия (СМЭВ), Содержание и объем работ, услуг, перечень поставляемых лицензий, оборудования, состав ПО определяются техническим заданием (Приложение № 1) и Лицензионным Соглашением на предоставление неисключительного права пользования программным обеспечением (Приложение № 2), которые являются неотъемлемыми частями настоящего Договора.
   2. Сроки оказания услуг устанавливаются в соответствии с Календарным планом технического задания (Приложение № 1) к настоящему Договору.
   3. Итоговая рабочая документация по окончанию оказания услуг/выполнения работ должна соответствовать требованиям нормативно-методических документов по защите информации ФСТЭК России и ФСБ России.
   4. Адрес места эксплуатации оборудования (далее – Объект): г. Иркутск, ул. Безбокова, 38а Центр управления сетями АО «ИЭСК».
3. **Права и Обязанности Сторон**

3.1. Исполнитель обязан:

3.1.1. Оказать услуги, предусмотренные настоящим Договором, в соответствии с условиями настоящего Договора.

3.1.2. Подтвердить, что он обладает полномочиями и правами, необходимыми для выполнения обязательств по настоящему Договору.

3.1.3. Передать Заказчику результаты оказанных услуг в порядке, предусмотренном настоящим договором.

3.1.4. По запросу Заказчика предоставлять информацию о ходе оказания услуг, являющихся предметом настоящего Договора.

3.1.5. Обеспечить конфиденциальность полученных от Заказчика сведений, а также сведений, содержащихся в документах, используемых Исполнителем при выполнении работ по настоящему Договору, за разглашение которых Исполнитель несет ответственность, установленную законодательством.

3.1.6. При обнаружении возможных неблагоприятных для Заказчика последствий, иных, не зависящих от Исполнителя обстоятельств, которые повлекут оказание Исполнителем некачественных услуг либо создают невозможность их выполнения, Исполнитель обязан незамедлительно известить об этом Заказчика и дать соответствующие рекомендации.

3.1.7. Следовать указаниям Заказчика о ходе выполнения работ/оказания услуг.

3.1.8. Нести всю ответственность за ущерб, причиненный в ходе выполнения работ/оказания услуг, людям, зданиям или оборудованию (средствам вычислительной техники).

3.1.9. Своими силами и за свой счет устранять допущенные в ходе выполнения работ недостатки.

3.1.9. Нести гарантийные обязательства на весь комплекс работ/услуг в течение 12 (двенадцати) месяцев после подписания Акта сдачи-приемки оказанных услуг.

3.1.10. Уведомить Заказчика о завершении оказания услуг, предусмотренных п. 2.1 настоящего Договора.

3.1.11. Соблюдать обязательства в области информационной безопасности при выполнении работ/оказании услуг с использованием средств вычислительной техники (Приложение № 6 к Договору).

3.2. Заказчик обязан:

3.2.1. Своевременно принять оказанные Исполнителем услуги в соответствии с условиями настоящего Договора.

3.2.2. Оплатить услуги, оказанные Исполнителем, в порядке и на условиях настоящего Договора.

3.2.3. Услуги, предусмотренные п.1.1 настоящего Договора, считаются оказанными Заказчику после подписания сторонами Акта сдачи-приемки оказанных услуг, подтверждающего соответствие услуг условиям Договора.

3.2.4. По согласованным с Исполнителем спискам обеспечить его сотрудникам доступ на территорию Заказчика для оказания Услуг и создать соответствующие условия для оказания Услуг в помещениях Заказчика, если того требует характер оказываемых Услуг.

3.2.5. Обеспечить сохранность имущества Исполнителя, размещенного в помещениях Заказчика и используемого для исполнения обязательств по настоящему Договору, а также во время отдыха персонала Исполнителя (в то время суток, когда персонал Исполнителя не работает), при условии сдачи имущества под охрану.

3.3. Заказчик вправе:

3.3.1. В любое время проверять ход и качество Услуг, оказываемых Исполнителем.

3.3.2. Отказаться от исполнения обязательств по Договору и потребовать возмещения убытков, если Исполнитель не приступает своевременно к исполнению обязательств по Договору или выполняет работу настолько медленно, что окончание ее к сроку становится явно невозможным.

3.3.3. Отказаться от исполнения обязательств по Договору и потребовать возмещения убытков в случае невыполнения Исполнителем обязательств, предусмотренных п. 2.1 Договора.

1. **Цена договора и порядок расчетов**
   1. Общая стоимость услуг комплексной подготовки и аттестация по требованиям безопасности информации серверного оборудования, предназначенного для подключения к Системе межведомственного электронного взаимодействия (СМЭВ) по Договору составляет \_\_\_\_\_\_\_\_\_\_\_\_\_ (\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_) рублей, кроме того НДС по ставке, предусмотренной действующей редакцией НК РФ.
   2. Обязанность Заказчика по оплате путем перечисления денежных средств считается исполненной с момента списания денежных средств с корреспондентского счета банка Заказчика по каждому платежу соответственно.
   3. Оплата по настоящему договору осуществляется тремя частями, согласно Спецификации (Приложение № 3 к Договору):
      1. Оплата поставляемого оборудования, согласно спецификации (Приложение № 3 к Договору) составляет \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, включая НДС по ставке, предусмотренной действующей редакцией НК РФ, осуществляется в течение 5 (пяти) рабочих дней со дня получения Заказчиком универсального передаточного документа и счета фактуры по факту поставки оборудования.
      2. Оплата лицензий на программное обеспечение, согласно спецификации (Приложение   
         № 4 к Договору) составляет \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, в течение 5 (пяти) рабочих дней со дня подписания Заказчиком Акта приема - передачи по факту поставки программного обеспечения и лицензий на него. В случае, если ПО находится в реестре российских программ, покупка лицензии не облагается НДС на основании пп.26 п.2 ст.149 НК РФ.
      3. Оплата услуг (работ), оказываемых Исполнителем по договору согласно Приложению   
         № 5 к Договору, составляет \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, включая НДС по ставке, предусмотренной действующей редакцией НК РФ, производится в течение 15 (пятнадцати) рабочих дней, для СМСП в течении 7 (семи) рабочих дней со дня подписания Акта сдачи-приемки оказанных услуг, на основании счета и счета-фактуры, выставленных Исполнителем.
   4. Все расходы, связанные с банковскими операциями по своему банку, каждая из Сторон оплачивает самостоятельно и за свой счет.
   5. В случае необходимости оказания дополнительных Услуг, превышающих стоимость Договора, условия оказания таких Услуг будут являться предметом отдельного дополнительного соглашения к Договору.
   6. Услуги считаются оказанными со дня подписания Сторонами Акта сдачи-приемки оказанных услуг (без замечаний).
2. **Приемка оказанных услуг**
   1. Сдача-приемка оказанных услуг осуществляется ежеквартально по акту сдачи-приемки оказанных услуг, который подписывается обеими сторонами.
   2. Если в течение 10 (десяти) рабочих дней со дня получения Заказчиком результатов оказанных услуг и акта сдачи-приемки Исполнителем не будет получен подписанный акт сдачи-приёмки оказанных услуг или мотивированный отказ от приёмки услуг с указанием обнаруженных недостатков, то услуга считается принятой Заказчиком и подлежит оплате на условиях настоящего договора.
   3. Если в результате приемки оказанных услуг Заказчиком будут обнаружены недостатки, сторонами в течение 10 (десяти) рабочих дней составляется двухсторонний акт с перечнем необходимых доработок и сроков их выполнения.
   4. Исполнитель устраняет недостатки, обнаруженные Заказчиком при приемке услуг, своими силами и за свой счет. После устранения недостатков сдача-приемка оказанных услуг осуществляется в порядке, установленном настоящим договором.
   5. Право собственности на результаты услуг переходит от Исполнителя к Заказчику после подписания Актов.
3. **Заверения и гарантии**
   1. Каждая из Сторон заявляет и заверяет следующее.
      1. Сторона является юридическим лицом, созданным в установленном порядке и осуществляющим свою деятельность по законодательству Российской Федерации, имеет права и полномочия на владение своим имуществом, активами и доходами для осуществления своей деятельности в её нынешнем виде.
      2. Сторона имеет право заключить Договор, а также исполнять иные обязательства, предусмотренные Договором.
      3. Стороной были приняты все необходимые корпоративные решения, были получены или совершены и являются действительными все необходимые разрешения, одобрения, согласования, лицензии, освобождения, регистрации, необходимые для заключения Договора и исполнения обязательств по Договору.
      4. Органы управления Стороны являются действующими, избраны (назначены) уполномоченными лицами (органами управления) в соответствии с учредительными документами и действующим законодательством Российской Федерации, в их состав не входят дисквалифицированные лица.
      5. Лица, подписывающие и исполняющие Договор от имени Стороны, надлежащим образом уполномочены последней на совершение всех необходимых действий по подписанию и исполнению Договора.
      6. Сторона не имеет признаков банкротства, не принято корпоративных решений о её реорганизации или ликвидации, нет законных оснований к её исключению из Единого государственного реестра юридических лиц по решению регистрирующего органа.
      7. Исполнение Договора не противоречит и не приведет к нарушению какого-либо договора, стороной которого является Сторона.
      8. Сторона уплачивает все налоги и сборы, а также ведет и своевременно подает налоговую, статистическую и иную отчетность в соответствии с действующим законодательством Российской Федерации.
      9. Сторона отражает все операции хозяйственной деятельности в первичной документации, в бухгалтерской, налоговой, статистической и иной отчетности, которую она обязана вести.
   2. Заверения, перечисленные в настоящем разделе, являются, в соответствии со статьей 431.2 ГК РФ, заверениями об обстоятельствах. В случае недостоверности указанных в настоящем разделе заверений Сторона, предоставившая недостоверные заверения об обстоятельствах, обязуется возместить другой Стороне по её требованию убытки, причиненные недостоверностью таких заверений. Признание Договора незаключенным или недействительным само по себе не препятствует наступлению вышеуказанных последствий.
4. **Уведомления и обмен документами**
   1. Если иное прямо не предусмотрено Договором, любые уведомления, извещения, заявления, указания, требования, предложения, согласования, корреспонденция, иные юридически значимые сообщения, направляемые Сторонами друг другу в соответствии с Договором или в связи с ним (далее – «уведомление»), должны быть оформлены в письменной форме, на фирменном бланке Стороны (при наличии), составлены на русском языке, иметь неповторяющийся (в рамках отношений Сторон по Договору) номер и дату составления, удостоверены подписью уполномоченного лица Стороны, скреплены печатью Стороны (при наличии) и доставлены одним из следующих способов:

8.1.1. путем передачи лично в руки уполномоченным представителям Сторон (вручение курьером по адресу Стороны, указанному в Договоре, считается вручением лично в руки); либо

8.1.2. путем передачи предоплаченным почтовым отправлением с объявленной ценностью и описью вложения и с уведомлением о вручении по адресу Стороны, указанному в Договоре.

* 1. В случаях, прямо указанных в Договоре, допускается направление уведомлений по факсимильной связи или электронной почте без последующей передачи оригинала.
  2. В любом случае не допускается направление уведомлений на почтовые адреса или с почтовых адресов публичных электронных почтовых служб (mail.ru, yandex.ru, rambler.ru, hotmail.com и др.). Все уведомления должны направляться по указанным в настоящем Договоре адресам.
  3. Датой и временем получения уведомлений, доставленных курьером, считается дата и время отметки о получении уведомления, проставленной на копии уведомления «для отметки».
  4. Дата и время получения уведомлений, направленных предоплаченным заказным почтовым отправлением, определяются по правилам Гражданского кодекса Российской Федерации.
  5. Датой и временем получения уведомлений, направленных по факсу, являются дата и время получения на факсимильный аппарат получающей Стороны в соответствии с отметкой на отчете факсимильного аппарата направляющей Стороны.
  6. Датой и временем получения уведомления по электронной почте являются дата и время его получения на адрес электронной почты получающей Стороны, но не позднее чем день, следующий за днём направления такого уведомления.
  7. В любых уведомлениях относительно Договора Стороны ссылаются на номер и дату Договора. При направлении уведомления по электронной почте подпись обязательно должна содержать фамилию и имя, а также отчество (если применимо) лица, уполномоченного Стороной на направление соответствующего уведомления, наименование уполномочившей лицо Стороны.
  8. В случае изменения реквизитов, указанных в Договоре, соответствующая Сторона обязана незамедлительно в письменной форме известить другую Сторону. Неблагоприятные последствия, возникшие в связи с ненадлежащим извещением, возлагаются на Сторону, изменившую свои реквизиты.
  9. Исполнитель в течение всего срока действия Договора направляет Заказчику письменные уведомления (с приложением копий подтверждающих документов, заверенных подписью уполномоченного лица и печатью) в срок не позднее 1 (одного) рабочего дня с момента наступления любого из следующих событий:

1. изменение адреса государственной регистрации и (или) почтового адреса;
2. изменение банковских реквизитов;
3. изменение учредительных документов;
4. изменение ИНН и (или) КПП;
5. принятие решения о смене наименования;
6. принятие решения о реорганизации;
7. введение процедуры банкротства;
8. принятие решения о добровольной ликвидации;
9. принятие решения об уменьшении уставного капитала.

7.11. За каждый случай нарушения срока направления или не направления Исполнителем уведомления о наступившем событии из числа указанных в пункте 8.10 Договора Исполнитель обязуется уплатить Заказчику неустойку в размере 5000 (пяти тысяч) рублей, а также возместить все причиненные убытки (в части, не покрытой неустойкой), в том числе от блокировки операций по счетам Заказчика, связанной с непринятием налоговым органом у Заказчика деклараций по налогу на добавленную стоимость, возникшей по причине некорректного указания реквизитов Исполнителя, допущенного из-за ненадлежащего исполнения Исполнителем обязанности по пункту 8.10 Договора.

7.12. Кроме того, Исполнитель письменно уведомляет Заказчика обо всех собственниках Исполнителя на момент заключения Договора, а также обо всех изменениях в цепочке собственников (включая бенефициаров, в том числе конечных), и (или) в исполнительных органах Исполнителя с приложением подтверждающих документов в течение 5 (пяти) дней с момента таких изменений.

1. **Ответственность сторон и порядок разрешения споров**

8.1. За неисполнение или ненадлежащее исполнение обязательств по настоящему Договору Стороны несут ответственность в соответствии с действующим законодательством РФ.

8.2. В случае нарушения Исполнителем сроков оказания услуг, Заказчик вправе потребовать уплаты пени в размере 0,01% (одной сотой процента) от стоимости не оказанных услуг за каждый день просрочки. Начисление и уплата пени производиться только на основании письменного требования Заказчика.

8.3. За нарушение сроков оплаты лицензий, определённых в пп.4.3.2 Договора, Заказчик по письменному требованию Исполнителя уплачивает неустойку (пени) в размере 0,01 (одна сотая) процента их стоимости за каждый день просрочки, но не более 5 (пяти) процентов общей стоимости лицензий по Договору.

8.4. При обнаружении недостатков в оказанных Исполнителем услугах Заказчик вправе:

8.4.1. Потребовать уменьшения цены оказываемых услуг.

8.4.2. Потребовать устранения недостатков в разумный срок.

8.4.3. В случае не устранения недостатков в разумный срок отказаться от исполнения Договора и потребовать возмещения убытков.

8.5. За нарушение сроков устранения недостатков оказанных Услуг или в случае отказа от их устранения Заказчик вправе требовать от Исполнителя уплаты пени в размере 0,01 % (одной сотой процента) от стоимости Услуг по настоящему Договору за каждый день просрочки до даты фактического исполнения обязательства.

8.6. В случае возникновения споров по вопросам, предусмотренным настоящим Договором или в связи с ним, Стороны примут все меры к их разрешению путем переговоров. Все возможные претензии по настоящему договору должны быть рассмотрены Сторонами не позднее 30 (тридцати) календарных дней со дня получения претензии.

8.7. Все споры и разногласия, возникающие из Договора или в связи с ним, не урегулированные путем переговоров, подлежат разрешению в Арбитражном суде Иркутской области.

8.8. На момент заключения настоящего Договора стороны осведомлены о наличии обстоятельств, вызванных угрозой распространения коронавирусной инфекции (COVID-19). Указанные обстоятельства, а также принимаемые органами государственной власти и местного самоуправления меры по ограничению ее распространения, в частности, установление обязательных правил поведения при введении режима повышенной готовности или чрезвычайной ситуации, запрет на передвижение транспортных средств, ограничение передвижения физических лиц, приостановление деятельности предприятий и учреждений, отмена и перенос массовых мероприятий, введение режима самоизоляции граждан и т.п., не являются форс-мажорными обстоятельствами (обстоятельствами непреодолимой силы) и не могут рассматриваться сторонами в качестве обстоятельств освобождающих от исполнения принятых на себя по настоящему договору обязательств полностью или частично. Стороны не вправе ссылаться на указанные обстоятельства и вызванные ими последствия как на основание для освобождения от ответственности.

1. **Обстоятельства непреодолимой силы**
   1. Стороны освобождаются от ответственности за частичное или полное неисполнение обязательств по Договору, если это неисполнение явилось следствием обстоятельств непреодолимой силы, т.е. препятствий, возникших после заключения Договора, находящихся вне контроля Сторон, в результате событий чрезвычайного характера, находящихся вне контроля Сторон, которые Стороны не могли разумно предвидеть, предотвратить или преодолеть, если эти обстоятельства или их последствия существенным образом повлияли на исполнение обязательств по Договору.
   2. К событиям чрезвычайного характера в контексте Договора относятся в том числе, но не ограничиваясь этим: наводнение, землетрясение, шторм, ураган или иные проявления сил природы, эпидемия, эпизоотия, а также война или военные действия, забастовка в отрасли или регионе, принятие органом государственной власти или управления правового акта, повлекшего невозможность исполнения Договора.
   3. При наступлении обстоятельств, указанных в пункте 9.2. Договора, Сторона, для которой создалась невозможность исполнения своих обязательств по Договору вследствие обстоятельств непреодолимой силы, должна в течение 3 (трех) календарных дней известить в письменном виде другую Сторону о наступлении этих событий. Извещение должно содержать данные о наступлении и характере обстоятельств, их предполагаемой продолжительности и возможных их последствиях. В качестве подтверждения возникновения обстоятельств непреодолимой силы Сторона, ссылающаяся на них, должна в разумный, технически выполнимый срок предоставить соответствующее подтверждение (сертификат) из Торгово-промышленной палаты Российской Федерации или документ, исходящий от иного компетентного государственного органа. Сторона также без промедления, т.е. при первой же технической возможности, должна известить другую Сторону в письменном виде о прекращении таких обстоятельств.
   4. Не извещение или несвоевременное извещение другой Стороны Стороной, для которой создалась невозможность исполнения обязательств по Договору, о наступлении обстоятельств, освобождающих ее от ответственности, влечет за собой утрату права для этой Стороны ссылаться на такие обстоятельства.
   5. После получения сообщения, указанного в пункте 9.3 Договора, Стороны обязаны обсудить целесообразность дальнейшего исполнения обязательств по Договору и заключить дополнительное соглашение к настоящему Договору с обязательным указанием новых сроков, порядка и стоимости его исполнения, которые с момента его подписания становится неотъемлемой частью Договора, либо инициировать процедуру расторжения Договора.
   6. При отсутствии своевременного извещения, предусмотренного в пункте 9.3 Договора, виновная Сторона обязана возместить другой Стороне убытки, причинённые не извещением или несвоевременным извещением.
   7. Наступление обстоятельств, вызванных действием непреодолимой силы, влечёт соразмерное увеличение срока исполнения Договора на период действия указанных обстоятельств, если они действуют не более 2 (двух) месяцев подряд. Если обстоятельства непреодолимой силы или их последствия будут длиться более 2 (двух) месяцев, то Стороны обсудят, какие меры следует принять для продолжения исполнения обязательств по Договору. Если Стороны не смогут договориться в течение 15 (пятнадцати) календарных дней, то каждая из Сторон вправе потребовать расторжения Договора, и, в таком случае, Стороны проведут взаимные расчеты в соответствии с условиями Договора. При этом упущенная выгода не подлежит возмещению.
   8. Если, по мнению Сторон, исполнение обязательств по Договору может быть продолжено в порядке, действовавшем согласно настоящему Договору до начала действия обстоятельств непреодолимой силы, то срок исполнения обязательств по Договору продлевается соразмерно времени, в течение которого действовали обстоятельства непреодолимой силы и их последствия. Санкции за просрочку исполнения обязательств в данном случае не начисляются.
2. **Использование Конфиденциальной информации**
   1. Вся информация и документация, связанная с действием и исполнением Договора, в том числе о ходе и результатах его исполнения, сведения делового, научно-технического, технологического, финансово-экономического, производственного, коммерческого или иного характера, включая сведения, составляющие коммерческую тайну, а также дополнительная ин-формация, переданная Стороной или от её имени другой Стороне в связи с Договором, и обозначенная грифом «Конфиденциально» или «Коммерческая тайна», признается конфиденциальной информацией Стороны и не подлежит разглашению без предварительного письменного согласия передавшей Стороны (далее «Конфиденциальная информация»).
   2. Информация и документы не являются конфиденциальными, и Стороны не несут каких-либо обязательств, предусмотренных настоящим разделом, если документы и (или) информация:

– являются или стали общедоступными по причинам, не связанным с действиями Стороны;

– являются общедоступными и (или) были раскрыты Сторонами публично на дату заключения Договора;

– стали общедоступными после заключения Договора иначе, чем в результате нарушения настоящего Договора получающей Стороной;

– получены Стороной независимо и на законных основаниях иначе, чем в результате нарушения Договора;

– разрешены к раскрытию по письменному согласию другой Стороны на снятие режима конфиденциальности;

– не могут являться конфиденциальными в силу прямого указания действующего законодательства.

* 1. Стороны обязуются обеспечивать надлежащую защиту Конфиденциальной информации в период действия Договора, а также в течение 5 (пяти) лет после прекращения действия Договора. Защита в соответствии с Договором распространяется на Конфиденциальную информацию независимо от ее носителя и формы представления.
  2. Предоставление доступа к Конфиденциальной информации будет осуществляться только тем сотрудникам и должностным лицам Сторон, которым Конфиденциальная информация непосредственно необходима для исполнения Договора. Стороны обязаны оформить соглашения о конфиденциальности с сотрудниками и иными лицами, которым предоставляется доступ к Конфиденциальной информации.
  3. Исполнитель не вправе использовать Конфиденциальную информацию в официальных бюллетенях, пресс-релизах, официальных сообщениях и публикациях. До момента выпуска каких-либо официальных бюллетеней, пресс-релизов, официальных сообщений и публикаций, прямо или косвенно касающихся Договора, Исполнитель обязуется направлять Заказчику проекты таких документов для ознакомления.
  4. В случае необходимости раскрытия Конфиденциальной информации в целях исполнения требований законов, иных нормативных правовых актов, распоряжений суда или предписаний органов исполнительной власти, раскрывающая Сторона обязана незамедлительно уведомить об этом другую Сторону и раскрыть Конфиденциальную информацию таким образом, чтобы обеспечить ее максимально возможную защиту.
  5. В случае нарушения Исполнителем обязательств, предусмотренных настоящим разделом, Исполнитель обязуется возместить Заказчику все понесенные убытки, а также уплатить штраф в размере 10 (десять) % от Цены Договора.

1. **Антисанкционная оговорка**
   1. Исполнитель настоящим подтверждает, что не является объектом каких-либо применимых санкций и не принадлежит прямо или косвенно (50% или более акций/долей), не контролируется и не действует по указанию или в интересах физического или юридического лица, которое является объектом применимых санкций.

Термин «применимые санкции» означает любые законодательные, нормативные, экономические или иные запреты/ограничения/ограничительные меры или иные аналогичные механизмы, которые ограничивают отношения с некоторыми странами или отдельными лицами, и которые были оформлены в соответствии с законодательством страны или объединения стран (например, Европейский Союз).

* 1. Исполнитель обязуется уведомить Заказчика немедленно, если Исполнитель станет объектом каких-либо применимых санкций после заключения Договора.
  2. Заказчик имеет право немедленно расторгнуть и (или) прекратить исполнение Договора, если станет известно, что Исполнитель являлся объектом применимых санкций в момент заключения Договора и данная информация не была раскрыта, или если Исполнитель в любой момент, следующий за моментом заключения Договора, но в пределах срока действия или исполнения Договора станет объектом применимых санкций.
  3. Расторжение и (или) прекращение исполнения Договора согласно п. 11.3 не создаёт для Заказчика обязательства в отношении возмещения расходов/убытков, иных платежей и/или затрат Исполнителя, возникающих/возникших в связи с таким расторжением и (или) прекращением исполнения. Расторжение и (или) прекращение исполнения Договора осуществляется путем направления Заказчиком письменного уведомления не позднее, чем за 10 (десять) календарных дней до даты расторжения и (или) прекращения действия Договора. Договор считается расторгнутым и (или) прекращенным с даты, указанной в уведомлении о расторжении Договора.

1. **Толкование**
   1. Каждая из Сторон осуществила надлежащую юридическую экспертизу текста Договора, в связи с чем Стороны договорились считать, что текст Договора был составлен Сторонами совместно, и принцип толкования «против составившей текст Стороны» в отношении Договора применяться не будет.
   2. При толковании Договора, в особенности тех его положений, которые относятся к распределению рисков и ответственности между Сторонами, должно приниматься во внимание то обстоятельство, что каждая из Сторон полагается на квалификацию, компетенцию и опыт другой Стороны.
   3. С момента заключения Договора его положения заменяют собой любые предыдущие договорённости, переговоры, переписку, предложения, заявки, встречные предложения, оферты, встречные оферты, гарантийные письма, договоры, заверения, условия или гарантии между Сторонами в отношении предмета Договора. Любые подобные предыдущие договорённости, предшествующие Договору, не принимаются во внимание для определения содержания Договора при толковании его условий.
   4. При обнаружении расхождений или противоречий между текстами Договора и какого-либо из приложений к нему приоритетом будет пользоваться текст документа, совершенного Сторонами позднее. Если указанные документы были совершены Сторонами одновременно, приоритетом будет пользоваться текст Договора, кроме случаев, когда в приложении содержится прямое указание на то, что текст данного приложения пользуется приоритетом.
   5. Договор, а также вся связанная с ним документация, уведомления и сообщения составляются на русском языке. Если какой-либо из документов составлен одновременно на русском и иностранном языке, при толковании такого документа приоритетом будет пользоваться текст на русском языке.
2. **Соблюдение законодательства**
   1. Стороны гарантируют соблюдение требований всех нормативных актов, действующих на территории Российской Федерации, включая все федеральные, региональные нормативные акты субъекта Российской Федерации, муниципальные нормативные акты, влияющие на выполнение Договора и обязательные для Сторон.
3. **Заключительные положения**
   1. Договор вступает в силу с момента его подписания обеими Сторонами.
   2. Договор заключается путем собственноручного подписания уполномоченным представителем каждой Стороны каждого его оригинального экземпляра.
   3. Договор действует до полного выполнения Сторонами своих обязательств по Договору. Истечение сроков, предусмотренных Договором, не освобождает Стороны от исполнения неисполненных обязательств.
   4. Договор является обязательным для правопреемников Сторон.
   5. Любая договоренность между Сторонами, влекущая за собой новые обязательства Сторон, которые не вытекают из условий Договора, а равно изменение обязательств, установленных Договором, считаются действительными, если они подтверждены Сторонами в письменной форме в виде дополнительного соглашения к Договору, подписаны уполномоченными представителями Сторон и скреплены печатями.
   6. Если какое-либо положение Договора признано недействительным в соответствии с действующим законодательством, это не затрагивает и не ограничивает действительность остальных положений Договора. После того, как какое-либо из положений Договора будет признано недействительным, Стороны должны договориться о внесении соответствующих изменений в Договор.
4. **Уведомления и банковские реквизиты Сторон**
   1. Любое уведомление, направляемое какой-либо из Сторон по настоящему Договору, оформляется в письменном виде и доставляется с посыльным или посредством курьерской службы либо передается по электронной почте или факсу по следующим адресам:

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| **АО «ИЭСК»**  Почтовый адрес: 664033, г. Иркутск, ул. Лермонтова, 257  Тел. 8(3952) 792-459  Факс. 8(3952) 792-461  Контактное лицо: | Почтовый адрес:  Тел.:  Факс:  Контактное лицо: |

* 1. В случае изменения контактных лиц каждая Сторона обязана известить другую Сторону в течение 3 (трех) рабочих дней после изменения.
  2. Любые платежи по настоящему Договору производятся Сторонами по следующим банковским реквизитам Сторон:

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| **Акционерное общество «Иркутская электросетевая компания»**  **(АО «ИЭСК»)**  Юридический адрес: Российская Федерация, г. Иркутск, ул. Лермонтова, 257  ИНН 3812122706  КПП 775050001  Р/с 40702810690040001333  в Иркутском филиале АКБ СОЮЗ, (ОАО)  БИК 042520728  К/с 30101810300000000728 | Юридический адрес:  ИНН  КПП  Р/с №  в  БИК  К/с № |

1. **Приложения к Договору:**
   1. Приложение № 1. Техническое задание.
   2. Приложение № 2. Лицензионное соглашение.
   3. Приложение № 3. Спецификация на поставляемое оборудования.
   4. Приложение № 4. Спецификация поставляемое лицензионное программное обеспечение.
   5. Приложение № 5. Состав работ.
   6. Приложение № 6. Обязательства в области информационной безопасности при выполнении работ (оказании услуг) с использованием средств вычислительной техники
   7. Приложение № 7. Соглашение о соблюдении антикоррупционных условий.

|  |  |
| --- | --- |
| **ЗАКАЗЧИК:** | **ИСПОЛНИТЕЛЬ:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» |  |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ / \_.\_. \_\_\_\_\_\_\_\_\_\_ / |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 1

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

**Техническое задание**

**на оказание услуг в области защиты информации**

Исполнитель обязуется по заданию Заказчика оказать услуги в области защиты информации (далее – Услуги), а Заказчик обязуется принять и оплатить оказанные Услуги в порядке и на условиях, предусмотренных Договором.

**Цель оказания Услуг:** Реализация защищенного подключения информационной системы электросетевой организации к СМЭВ в соответствии с действующими требованиями нормативных правовых актов и методических документов.

Для информационной системы заранее установлен требуемый **первый класс защищенности**.

**Место доставки товара, выполнения работы или оказания услуги:**

г. Иркутск, ул. Безбокова, 38a

**Услуги должны соответствовать требованиям следующих нормативных актов:**

1. Федеральный закон «Об информации, информационных технологиях и о защите информации» от 27.07.2006 N 149-ФЗ;
2. Федеральный закон от 27 июля 2006 г. N 152-ФЗ «О персональных данных»;
3. Постановление Правительства РФ от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных»;
4. Постановление Правительства РФ от 6 июля 2015 г. № 676 «О требованиях к порядку создания, развития, ввода в эксплуатацию, эксплуатации и вывода из эксплуатации государственных информационных систем, и дальнейшего хранения содержащейся в их базах данных информации»;
5. Приказ ФСТЭК России от 29 апреля 2021 г. N 77 «Об утверждении Порядка организации и проведения работ по аттестации объектов информатизации на соответствие требованиям о защите информации ограниченного доступа, не составляющей государственную тайну»;
6. Приказ ФСТЭК России от 11 февраля 2013 г. № 17 «Об утверждении Требований о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах»;
7. Приказ ФСТЭК России от 18 февраля 2013 г. № 21 «Об утверждении Состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных»;
8. Приказ ФАПСИ от 13 июня 2001 г. N 152 «Об утверждении Инструкции об организации и обеспечении безопасности хранения, обработки и передачи по каналам связи с использованием средств криптографической защиты информации с ограниченным доступом, не содержащей сведений, составляющих государственную тайну»;
9. Приказ ФСБ РФ от 9 февраля 2005 г. № 66  
   «Об утверждении Положения о разработке, производстве, реализации и эксплуатации шифровальных (криптографических) средств защиты информации (Положение ПКЗ-2005)»;
10. Приказ ФСБ России от 10 июля 2014 г. № 378  
    «Об утверждении Состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности»;
11. Методический документ ФСТЭК России «Методика оценки угроз безопасности информации», утвержденный 05.02.2021;
12. Методический документ ФСТЭК России «Меры защиты информации в государственных информационных системах», утвержденный 11.02.2014;
13. Методический документ 8 Центра ФСБ России № 149/7/2/6-432 «Методические рекомендации по разработке нормативных правовых актов, определяющих угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых при осуществлении соответствующих видов деятельности», утвержденный 31.03.2015;
14. ГОСТ Р 51583-2014. Защита информации. Порядок создания автоматизированных систем в защищенном исполнении. Общие положения;
15. ГОСТ 34.603-92. Информационная технология. Виды испытаний автоматизированных систем.

В соответствии с положениями ГОСТ Р 51583-2014 «Защита информации. Порядок создания автоматизированных систем в защищенном исполнении. Общие положения» Исполнитель на всех этапах обязан:

- учитывать возможность реализации действующих требований о защите обрабатываемой информации;

- обеспечивать защиту информации во всех составных частях автоматизированного рабочего места, используемых в обработке защищаемой информации;

- обеспечить внедрение средств защиты информации и контроля эффективности защиты информации без препятствий нормальному функционированию автоматизированной системы;

- обеспечить совместимость программного обеспечения системы защиты информации с иным программным обеспечением автоматизированной системы;

- обеспечить требуемый уровень защищенности информации;

- обеспечить совместимость программно-технических средств автоматизированной системы, используемых для построения системы защиты информации (корректную совместную работу) без снижения уровня защищенности информации.

Документы, передаваемые Исполнителем Заказчику должны быть переданы с соблюдением всех мер конфиденциальности, предусмотренных для документов с ограничительной пометкой «Для служебного пользования».

**Календарный план оказания услуг, работ:**

|  |  |  |
| --- | --- | --- |
| № п/п | Наименование мероприятия | Сроки проведения, с момента заключения Договора |
| 1. | Определение требуемых уровня защищенности персональных данных и класса защищенности информационной системы | 1 неделя |
| 2. | Разработка модели угроз безопасности информации и технического задания на разработку системы защиты информации информационной системы | 7 недель |
| 3. | Поставка средств защиты информации и совместимых программно-аппаратных средств, необходимых для организации защищенного подключения информационной системы к СМЭВ | 4 недели |
| 4. | Внедрение системы защиты информации информационной системы | 4 недели |
| 5. | Разработка организационно-распорядительных документов по защите информации информационной системы | 1 неделя |
| 6. | Проведение предварительных испытаний, опытной эксплуатации, анализа уязвимостей и приемочных испытаний системы защиты информации информационной системы | 3 недели |
| 7. | Проверка возможности эксплуатации средств криптографической защиты информации | 1 неделя |
| 8. | Разработка программы и методик аттестационных испытаний информационной системы на соответствие требованиям по безопасности информации | 1 неделя |
| 9. | Аттестация информационной системы по требованиям безопасности информации | 2 недели |

**Объем оказываемых Услуг и требования к ним, описание:**

|  |  |  |
| --- | --- | --- |
| № п/п | Наименование мероприятия | Планируемый результат |
| 1. | Определение требуемых уровня защищенности персональных данных и класса защищенности информационной системы | Готовые документы, передаваемые в электронном виде:  - приказ о назначении комиссии по классификации и сопровождению аттестации объекта информатизации;  - приказ о создании информационной системы и назначении ответственных лиц;  - акт классификации информационной (автоматизированной) системы (выполненный в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77, постановлением Правительства РФ от 1 ноября 2012 г. № 1119, приказом ФСТЭК России от 11 февраля 2013 г. № 17). |
| 2. | Разработка модели угроз безопасности информации и технического задания на разработку системы защиты информации информационной системы | Готовые документы, передаваемые в электронном виде:  - модель угроз безопасности информации информационной системы (выполненная в соответствии с методическими документами ФСТЭК России «Методика оценки угроз безопасности информации», утвержденный 05.02.2021 и 8 Центра ФСБ России № 149/7/2/6-432 «Методические рекомендации по разработке нормативных правовых актов, определяющих угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых при осуществлении соответствующих видов деятельности», утвержденный 31.03.2015);  - техническое задание на создание системы защиты информации информационной системы (выполненное в соответствии с приказом ФСТЭК России от 11 февраля 2013 г. № 17 и ГОСТ 34.603-92);  Результатом оказания услуги является положительный ответ от ФСТЭК России в части согласования указанных документов либо ответ от ФСТЭК России об отсутствии необходимости такого согласования (на основании Требований, утвержденных постановлением Правительства РФ от 6 июля 2015 г. № 676).  Согласование с ФСБ России не требуется в соответствии с методическим документом 8 Центра ФСБ России № 149/7/2/6-432. |
| 3. | Поставка средств защиты информации и совместимых программно-аппаратных средств, необходимых для организации защищенного подключения информационной системы к СМЭВ | Передача заказчику:  - сертифицированного дистрибутива средства антивирусной защиты;  - лицензии на право использования и сертифицированного дистрибутива средства защиты информации от несанкционированного доступа;  - лицензии на право использования и сертифицированного дистрибутива средства программного модуля доверенной загрузки;  - лицензии на право использования и сертифицированного дистрибутива сканера сетевой безопасности;  - программно-аппаратного комплекса межсетевого экранирования, обнаружения вторжений и шифрования информации;  - серверов (2 шт.).  Требуемые характеристики на вышеперечисленные средства указаны в соответствующем разделе. |
| 4. | Внедрение системы защиты информации информационной системы | Готовые документы, передаваемые в электронном виде:  - акт установки и настройки средств защиты информации (должен содержать сведения о результатах установки и настройки всех сертифицированных средств защиты информации с указанием результатов снятия контрольных сумм (при наличии контрольных сумм в документации на средства защиты информации)). |
| 5. | Разработка организационно-распорядительных документов по защите информации информационной системы | Разработка организационно-распорядительных документов, необходимых для успешного прохождения аттестации по требованиям безопасности информации (в случае, если указанные документы отсутствуют либо не соответствуют предъявляемым требованиям).  Готовые документы, передаваемые в электронном виде:  - технический паспорт информационной системы (выполненный в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77);  - инструкция по безопасной эксплуатации информационной системы (выполненная в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77);  - матрица доступа к ресурсам информационной системы;  - сведения об уровне подготовки кадров, обеспечивающих защиту информации;  - план мероприятий по защите информации на объекте информатизации;  - перечни лиц, имеющих право доступа в помещения;  - перечень пользователей информационной системы;  - перечень пользователей средств криптографической защиты информации;  - журнал учета машинных носителей конфиденциальной информации;  - журнал учета паролей;  - проект приказа о вводе информационной системы в постоянную эксплуатацию;  - иные документы, предусмотренные действующими требованиями. |
| 6. | Проведение предварительных испытаний, опытной эксплуатации, анализа уязвимостей и приемочных испытаний системы защиты информации информационной системы | Готовые документы, передаваемые в виде твердой копии:  - акт приемки системы защиты информации в опытную эксплуатацию (в соответствии с ГОСТ 34.603-92);  - журнал опытной эксплуатации (при необходимости, в соответствии с ГОСТ 34.603-92);  - акт о завершении опытной эксплуатации системы защиты информации (в соответствии с ГОСТ 34.603-92);  - заключение по результатам анализа уязвимостей системы защиты информации (выполненное в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77);  - акт приемки системы защиты информации в постоянную эксплуатацию (в соответствии с ГОСТ 34.603-92). |
| 7. | Проверка возможности эксплуатации средств криптографической защиты информации | Готовые документы, передаваемые в виде твердой копии (выполненные в соответствии с приказом ФАПСИ от 13 июня 2001 г. N 152):  - заключение по уровню подготовки пользователей средств криптографической защиты информации;  - заключение о возможности эксплуатации средств криптографической защиты информации;  - журнал учета средств криптографической защиты информации;  - журнал учета хранилищ. |
| 8. | Разработка программы и методик аттестационных испытаний информационной системы на соответствие требованиям по безопасности информации | Готовые документы, передаваемые в виде твердой копии (выполненные в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77):  - программа и методики аттестационных испытаний информационной системы. |
| 9. | Аттестация информационной системы по требованиям безопасности информации | Готовые документы, передаваемые в виде твердой копии (выполненные в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77):  - протокол оценки соответствия принятых технических мер по защите информации от несанкционированного доступа;  - заключение по результатам аттестационных испытаний;  - аттестат соответствия требованиям по безопасности информации (приказ ФСТЭК России от 11 февраля 2013 г. № 17, приказ ФСТЭК России от 18 февраля 2013 г. № 21). |

**Требования, предъявляемые к поставляемым программно-аппаратным средствам и средствам защиты информации:**

|  |  |  |
| --- | --- | --- |
| № п/п | Наименование мероприятия | Планируемый результат |
| 1. | Сертифицированный дистрибутив средства антивирусной защиты | Дистрибутив Kaspersky Стандартный Certified Media Pack Russian Edition в комплектации:  - диск в конверте с записанными сертифицированными программами последней версии, прошедшей сертификационные испытания;  - формуляр с идентификатором ФСТЭК России;  - копию действительного сертификата соответствия ФСТЭК России по профилям средств антивирусной защиты типа А, Б, В, Г второго класса (А2, Б2, В2, Г2).  В составе дистрибутива должны быть следующие программы:  - Kaspersky Endpoint Security для Windows;  - Kaspersky Security Center;  - Kaspersky Security для Windows Server;  - Kaspersky Endpoint Security для Linux.  Поставка эквивалента недопустима по причине несовместимости товара с уже используемыми товарами (лицензией на средство антивирусной защиты). |
| 2. | Лицензия на право использования и сертифицированный дистрибутив средства защиты информации от несанкционированного доступа | Средство защиты должно иметь возможность установки на персональные компьютеры, портативные и мобильные ПК (ноутбуки и планшетные ПК), серверы (файловые, контроллеры домена, терминального доступа) и виртуальные машины (например, VMware), работающие как в автономном режиме, так и в составе локально-вычислительной сети.  Поддерживаемые ОС:  - Windows 7 (SP 1) (Ultimate, Enterprise, Professional, Home Premium, Home Basic, Starter);  - Windows Server 2008 R2 (SP 1) (Foundation, Standard, Web, Enterprise, Datacenter);  - Windows 8 (Core, Pro, Enterprise);  - Windows Server 2012 (Foundation, Essentials, Standard, Datacenter);  - Windows 8.1 (Core, Pro, Enterprise);  - Windows Server 2012 (R2) (Foundation, Essentials, Standard, Datacenter);  - Windows 10 (Enterprise, Education, Pro, Home) и Windows 10 Creators Update;  - Windows 11 (Enterprise, Education, Pro, Home);  - Windows Server 2016 (Multipoint Premium Server, Essentials, Standard, Datacenter, Storage Server, Hyper-V Server);  - Windows Server 2019 (Essentials, Standard, Datacenter);  - Windows Server 2022 (Standart, Datacenter).  Поддерживаемые аппаратные идентификаторы:  - USB-флэш-накопители;  - электронные ключи Touch Memory (iButton);  - HID Proximity-карты;  - USB-ключи и смарт-карты Aladdin eToken;  - USB-ключи и смарт-карты Рутокен;  - USB-ключи и смарт-карты JaCarta;  - USB-ключи и смарт-карты ESMART;  - NFC-метки и смарт-карты семейства MIFARE.  Комплект поставки должен включать:  - лицензию на право использования компонентов средства защиты информации от несанкционированного доступа (СЗИ НСД) и контроля съемных машинных носителей информации (СКН);  - диск с записанными сертифицированными программами последней версии, прошедшей сертификационные испытания;  - формуляр с идентификатором ФСТЭК России;  - копию действительного сертификата соответствия ФСТЭК России 5 классу защищенности СВТ от НСД, 4 классу защиты МЭ (ИТ.МЭ.В4.ПЗ), 4 классу защиты СОВ (ИТ.СОВ.У4.ПЗ), 4 классу защиты СКН (ИТ.СКН.П4.ПЗ, ИТ.СКН.Н4.ПЗ), 4 уровню доверия (УД 4). |
| 3. | Лицензия на право использования и сертифицированный дистрибутив средства программного модуля доверенной загрузки | Программный модуль доверенной загрузки (ПМДЗ) должен иметь возможность установки в UEFI BIOS различных производителей, в том числе UEFI BIOS поставляемых серверов.  Требуемые функции: идентификация и аутентификация пользователей; доверенная загрузка операционной системы; контроль целостности; управление учетными записями пользователей; управление настройками аутентификации; удаленное управление; управление сертификатами; проверка и установка обновлений.  Комплект поставки должен включать:  - лицензию на право использования ПМДЗ;  - диск с записанными сертифицированными программами последней версии, прошедшей сертификационные испытания;  - формуляр с идентификатором ФСТЭК России;  - копию действительного сертификата соответствия ФСТЭК России (Требования доверия (2), Требования к СДЗ, Профиль защиты СДЗ (базовой системы ввода-вывода второго класса защиты. ИТ.СДЗ.УБ2.ПЗ)). |
| 4. | Лицензия на право использования и сертифицированный дистрибутив сканера сетевой безопасности | Сканер сетевой безопасности должен иметь возможности: идентификации узлов и сетевых служб; выявления уязвимостей и ошибок конфигурирования в сервисах SMB, RDP, HTTP, SNMP, FTP, SSH; планирования и автоматизации сканирования; формирования отчетов; разграничения доступа к функциям программы.  Комплект поставки должен включать:  - лицензию на право использования сканера сетевой безопасности;  - диск с записанными сертифицированными программами последней версии, прошедшей сертификационные испытания;  - формуляр с идентификатором ФСТЭК России;  - копию действительного сертификата соответствия ФСТЭК России (Требования доверия (4), ТУ). |
| 5. | Программно-аппаратный комплекс межсетевого экранирования, обнаружения вторжений и шифрования информации | Комплект поставки должен включать:  - аппаратную платформу Российского производства в корпусе промышленного PC (1U), интерфейсы 4x1000BASE-T RJ45, 1x1G SFP; возможности L3VPN, МЭ, СОВ, расширенный контроль приложений, GeoProtection, сервер доступа на 2 подключения, работа в кластере; производительность МЭ + СОВ на смешанном трафике до 300 Мбит/сек;  - комплект для монтажа в серверную стойку;  - лицензия на право управления; лицензия на обновление базы решающих правил (сигнатур) СОВ, базы приложений и базы GeoProtection срок действия 1 год; сертификат на право использования прямой (от производителя) технической поддержки уровня «Базовый» на 1 год;  - формуляр (паспорт) с идентификатором ФСТЭК России;  - копия действительного сертификата соответствия ФСТЭК России (МЭ А4, СОВ4, УД4). |
| 6. | Сервер | Корпус:  Высота: не более 1U;  Количество корзин 3,5” с горячей заменой: не менее 4;  Охлаждение: не менее 4 вентиляторов диаметром не менее 40 мм;  Количество слотов расширения: не менее 3;  Глубина: не более 650 мм;  Индикатор питания: наличие;  Индикатор ошибок: наличие;  Индикатор активности сети: наличие;  Комплект телескопических направляющих для установки в стойку: наличие.  Блок питания:  Количество блоков питания: не менее 2;  Возможность горячей замены: наличие;  Мощность блоков питания: не менее 750 Вт;  Стандарт 80Plus: не менее Platinum.  Процессоры:  Количество установленных процессоров: не менее 2;  Базовая частота: не менее 3,2 ГГц;  Максимальная частота: не менее 4 ГГц;  Количество ядер: не менее 8;  Количество потоков: не менее 16;  Объем кэш-памяти L3: не менее 11 Мб;  Техпроцесс: не более 14 нм;  Поддержка ECC: наличие;  Тепловыделение: не более 130 Вт;  Количество каналов памяти: не менее 6.  Оперативная память:  Общий объем: не менее 128 Гб;  Тип памяти: DDR4;  Формат: DIMM;  Частота: не менее 3200 МГц;  Поддержка ECC: наличие;  Буферизованная (Registered): наличие.  Жесткие диски:  Количество установленных накопителей: не менее 2;  Объем каждого накопителя: не менее 2 Тб;  Скорость вращения: не менее 7200 об/мин;  Форм-фактор: 3,5";  Интерфейс: не менее SATA-III;  Объем кэш-памяти: не менее 128 Мб;  Время наработки на отказ: не менее 2 000 000 часов;  Ударостойкость при работе: не менее 65 G;  Ударостойкость при хранении: не менее 300 G;  Энергопотребление: не более 8.1 Вт.  Твердотельные накопители:  Количество установленных накопителей: не менее 2;  Форм-фактор: 2,5";  Интерфейс: не менее SATA-III;  Объем: не менее 960 Гб;  Тип памяти: 3D TLC;  Скорость чтения: не менее 560 Мб/с;  Скорость записи: не менее 510 Мб/с;  Ресурс DWPD: не менее 3;  Ресурс TBW: не менее 6144 Тб;  Время наработки на отказ: не менее 2 млн часов;  Шифрование данных: наличие.  Материнская плата:  Количество сокетов: не менее 2;  Количество слотов DDR4: не менее 12;  Максимальный объем памяти: не менее 3 Тб;  Возможность построения Raid 0, 1, 5, 10 из SATA устройств: наличие;  Количество слотов PCI-E 3.0: не менее 1;  Количество слотов M.2 2280 M-Key: не менее 1;  Порты USB 3.0 на задней панели: не менее 4;  Внутренний порт USB Type-A: наличие;  Порт VGA: наличие;  Порты 1GbLAN: не менее 2;  Порт RJ-45 Management: наличие;  Слот для подключения Raid-контроллера, не занимающего задние слоты расширения: наличие. |
| 7. | Сервер | Максимальное количество процессоров: ≥ 2;  Количество установленных процессоров: ≥ 2;  Количество ядер каждого установленного процессора: ≥ 16;  Количество потоков каждого установленного процессора: ≥ 32;  Базовая частота каждого установленного процессора (без учета технологии динамического изменения частоты): ≥ 2.4 Гигагерц;  Объем кэш памяти третьего уровня (L3) каждого установленного процессора: ≥ 24 Мегабайт;  Количество слотов для модулей оперативной памяти: ≥ 32;  Объем каждого установленного модуля оперативной памяти: ≥ 32 Гигабайт;  Суммарный объем установленной оперативной памяти: ≥ 256 Гигабайт;  Скорость передачи данных каждого установленного модуля оперативной памяти, МТ/с: ≥ 3200;  Поддержка функции обнаружения и коррекции ошибок в оперативной памяти: Да;  Максимальный общий поддерживаемый объем оперативной памяти: ≥ 4096 Гигабайт;  Интерфейс поддерживаемых накопителей: M.2, NVMe, PCIe, SAS, SATA;  Количество LFF (3,5) слотов для накопителей на лицевой панели: ≥ 12;  Количество SFF (2,5) слотов для накопителей на задней панели: ≥ 2;  Максимальное количество накопителей в корпусе: ≥ 16;  Тип установленных накопителей (тип 1): HDD;  Интерфейс установленных накопителей (тип 1): SAS;  Количество установленных накопителей (тип 1) с поддержкой горячей замены: ≥ 8;  Объем каждого установленного накопителя (тип 1): ≥ 2400 Гигабайт;  Скорость вращения дисков в накопителе HDD или SSHD (тип 1): ≥ 10000 Оборот в минуту;  Наличие установленного аппаратного дискового контроллера: Да;  Наличие защиты кэш-памяти дискового контроллера при потере питания сервером: Да;  Объем кэш-памяти установленного дискового контроллера: ≥ 1 Гигабайт;  Поддерживаемые дисковым контроллером типы RAID: 0, 1, 10, 5, 50, 6, 60;  Количество сетевых портов (тип 1): ≥ 2;  Поддерживаемые протоколы сетевого порта (тип 1): Ethernet;  Скорость сетевого порта Ethernet (тип 1): ≥ 10 Гигабит в секунду;  Тип среды передачи для сетевого порта (тип 1): Медь-витая пара;  Количество установленных блоков питания с поддержкой горячей замены, шт.: ≥ 2;  Номинальная мощность одного блока питания: ≥ 1600 Ватт;  Уровень резервирования установленных блоков питания: N+1;  Тип сервера: Стоечный;  Тип корпуса: Rack;  Количество занимаемых юнитов в стойке: ≤ 2;  Система удаленного управления сервером: Да;  Выделенный порт удалённого управления сервером: Да;  Возможность установки плат стандарта PCIe: 4.0;  Количество USB 3.x портов: ≥ 4;  Количество слотов для установки плат расширения PCIe x16: ≥ 1;  Количество слотов для установки плат расширения PCIe x8: ≥ 5;  Наличие интегрированного видеоадаптера: Да;  Наличие направляющих для установки в шкаф телекоммуникационный: Да;  Сервисные или вспомогательные разъемы подключения: VGA;  Тип размещения USB портов: На задней панели, На передней панели;  Уровень резервирования установленных блоков охлаждения: N+1; |

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 2

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

ЛИЦЕНЗИОННОЕ СОГЛАШЕНИЕ

на предоставление неисключительного права пользования программным обеспечением

**Акционерное общество «Иркутская электросетевая компания» (АО «ИЭСК»)**, именуемое в дальнейшем **«Лицензиат»**, в лице Директора по передаче электроэнергии – главного инженера АО «ИЭСК» **Терских Юрия Николаевича**, действующего на основании Доверенности № юр-105 от 05.05.2022 г., с одной стороны, и **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**, именуемое в дальнейшем **«Лицензиар»**, в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего на основании Устава, с другой стороны, вместе именуемые «Стороны», а по отдельности – «Сторона», заключили настоящий Лицензионный договор (далее – Договор) о нижеследующем:

**1. ПРЕДМЕТ ДОГОВОРА**

1.1. По настоящему Соглашению Лицензиар обязуется предоставить Лицензиату на условиях простой (неисключительной) лицензии права на использование программного обеспечения согласно спецификации Приложения № 4 к Договору, далее ПО. Сроки действия лицензий на использования ПО указаны в спецификации Приложение № 4 к Договору.

1.2. Программное обеспечение защищено как законами об авторских правах, так и международными договорами об авторских правах, а также другими законами и договорённостями об интеллектуальной собственности.

1.3. Право на использование ПО, передаваемое Лицензиату в соответствии с настоящим Договором, включает в себя неисключительное право на воспроизведение и использование программы для ЭВМ и Баз данных в соответствии с их функциональным назначением, ограниченное правом инсталляции, копирования и запуска программы для ЭВМ и Баз данных на всей территории Российской федерации.

**2. СУММА ЛИЦЕНЗИОННОГО СОГЛАШЕНИЯ И УСЛОВИЯ ОПЛАТЫ**

2.1. За предоставляемые по настоящему Лицензионному договору права Лицензиат обязуется уплатить Лицензиару вознаграждение в размере \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ без НДС, НДС не облагается в соответствии с пп.26 п.2 ст.149 Налогового кодекса Российской Федерации.

2.2. Уплата вознаграждения по настоящему Соглашению осуществляется Лицензиатом в следующем порядке – оплата по факту поставки в размере 100 (ста) %, в течение 5 (пяти) рабочих дней со дня подписания Заказчиком Акта приема - передачи, путём перечисления денежных средств на расчётный счёт Лицензиара.

2.3. Все платежи осуществляются в рублях РФ путём перечисления денежных средств на расчётный счёт Лицензиара. Днём исполнения платежа считается день зачисления денежных средств на расчётный счёт Лицензиара.

**3. СРОК И ПОРЯДОК ПРЕДОСТАВЛЕНИЯ ПРАВ**

3.1. Лицензиар обязан предоставить Лицензиату право на использование ПО в срок, указанный в календарном плане Приложения №1 к Договору.

3.2. Факт предоставления Лицензиату права на использование ПО оформляется Актом приёма-передачи прав. Лицензиат подписывает Акт приёма-передачи прав и в течение 5 (пяти) дней с момента его получения направляет один подписанный экземпляр Лицензиару.

3.3. Проверка наименования и иных данных, касающихся предоставляемых прав на использование программ АО «ИЭСК», осуществляется Лицензиатом в момент предоставления указанных прав. В случае выявления каких-либо несоответствий Стороны составляют соответствующий акт.

3.4. Предоставление прав по настоящему Договору на конкретные программы для ЭВМ и Базы данных может сопровождаться передачей правомерно изготовленных и введённых в гражданский оборот сопроводительных материалов, носителей, документации и иных принадлежностей, необходимых для эффективного использования прав Лицензиатом.

**4. ПЕРЕЧЕНЬ ПРЕДОСТАВЛЯЕМЫХ ПРАВ ПОЛЬЗОВАНИЯ**

4.1. Предоставляемое по настоящему Лицензионному договору Лицензиату право использования ПО включает в себя:

– при предоставлении однопользовательской лицензии – право использования ПО только на технических средствах (устройствах) Лицензиата, для которых оно предназначено, в связи с чем каждое ПО можно использовать только на одном устройстве одновременно;

– при предоставлении сетевой лицензии – право использования ПО неограниченно долгое время в сети, состоящей из любого числа пользователей;

– право изготовить 3 (три) копии каждого экземпляра ПО, на которые он будет иметь право, чтобы использовать исключительно в целях сохранения резервных копий. При этом Лицензиат обязан вести учётный список местоположения всех копий, которые могут быть проверены по требованию Лицензиара;

– иные права, предусмотренные ст. 1280 Части IV Гражданского кодекса РФ, за исключением права внесения изменений в ПО.

4.2. Лицензиат не имеет право:

– декомпилировать (преобразовать), реверсировать, изменять, вскрывать или производить обратную трансляцию ПО, вычленять из него детали, разнимать на части или проводить иные меры, которые могут привести к получению исходного кода ПО, если только это не дозволено конкретному конечному пользователю императивными положениями законодательства;

– использовать ПО в объёме, выходящем за пределы действующего объёма Лицензии;

– удалять буквенно-цифровые идентификаторы, торговые знаки, логотипы, отметки об авторских правах или другие знаки отличия на ПО и его носителях. Указанные идентификаторы копируются одновременно с копированием ПО;

– воспроизводить ПО сверх объёма, предписываемого в императивном порядке законодательством РФ и Заказами на поставку.

**5. ПРАВА И ОБЯЗАННОСТИ СТОРОН**

5.1. ПО может быть использовано Лицензиатом на всей территории Российской Федерации.

5.2. Право использования ПО предоставляется Лицензиату на весь срок действия исключительного права на него.

5.3. Лицензиар несёт ответственность за обеспечение полной функциональности ПО, которое должно полностью соответствовать сопроводительной документации производителя авторского права. Всякое отклонение от сопроводительной документации, которое оказывает существенное отрицательное влияние на использование программного обеспечения, считается дефектом, исправление которого осуществляется Лицензиаром за свой счёт путём поставки нового экземпляра ПО или модифицированной версии ПО.

5.4. Лицензиар гарантирует, что в процессе исполнения настоящего Лицензионного договора не будут нарушены авторские, смежные с ними, патентные и иные исключительные права третьих лиц. Лицензиар обязан возместить Лицензиату все убытки, причинённые предъявлением требований в отношении защиты вышеуказанных прав со стороны третьих лиц.

5.5. Лицензиат уплачивает Лицензиару вознаграждение за использование ПО в размере и на условиях, предусмотренных разделом 4 пп. 4.3.2 Договора.

**6. ГАРАНТИЙНЫЕ ОБЯЗАТЕЛЬСТВА ЛИЦЕНЗИАРА**

6.1. Техническая поддержка в отношении использования программ, предусмотренных настоящим Договором, осуществляется Лицензиаром в течение 12 (двенадцати) месяцев с момента инсталляции ПО на сервера АО «ИЭСК». Под технической поддержкой понимается - консультационная помощь, включающая в себя: предоставление информации о новых версиях и исправлениях программного обеспечения, предоставление информации о базовых функциях ПО, консультации по проблемам с первичной инсталляцией и активацией ПО. Время предоставления поддержки и приёма заявок осуществляется с понедельника по пятницу с 9:00 до 17:00 по \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ времени.

**7. ОТВЕТСТВЕННОСТЬ СТОРОН**

В случае неисполнения или ненадлежащего исполнения своих обязательств стороны несут ответственность в соответствии с действующим законодательством РФ.

**8. ПРОЧИЕ УСЛОВИЯ**

8.1. Изменения и дополнения к настоящему Лицензионному соглашению имеют силу в том случае, если они оформлены в письменной форме и подписаны уполномоченными представителями Сторон.

8.2. Стороны признают действительность копий документов, полученных посредством факсимильных средств связи, при условии последующего направления оригинала способом, указанным выше

8.3. Приложение № 4 Договора является неотъемлемой частью настоящего Соглашения.

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 3

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

**Спецификация поставляемое оборудование**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **№ п/п** | **Наименование и характеристики оборудования** | **Ед. изм.** | **Кол-во** | **Цена, руб., с НДС** | **Сумма руб., с НДС** |
|  |  | шт |  |  |  |
|  |  | шт |  |  |  |
|  |  | шт |  |  |  |
| **Итого :** | | |  | | |

\_\_\_\_\_\_\_\_

Всего наименований \_\_\_\_\_\_\_\_\_\_, на сумму \_\_\_\_\_\_\_\_\_\_\_\_\_ (\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_) рублей 00 копеек, в том числе НДС, согласно законодательству. РФ

Срок поставки: \_\_\_\_\_календарных дней, с момента подписания договора, досрочная поставка допускается. Страна происхождения \_\_\_\_\_\_\_\_.

Условия оплаты: в течение 5 (пяти) рабочих дней со дня получения Заказчиком универсального передаточного документа по факту поставки оборудования. Доставка и оплата доставки оборудования осуществляется за счет продавца. Место поставки г. Иркутск ул. Безбокова 38а 4 эт. ЦУС АО ИЭСК

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 4

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

**Спецификация поставляемое лицензионное программное обеспечение**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **№**  **п/п** | **Наименование**  **ПО** | **Стоимость**  **за единицу** | **Количество**  **передаваемых**  **неисключительных**  **лицензий** | **Срок, на который предоставляется право использования** | **Количество**  **Пользователей**  **ПО** | **Общая**  **стоимость**  **(НДС не**  **облагается)** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |

Общая стоимость неисключительных лицензий на использование ПО составляет **\_\_\_\_\_\_ , \_\_ рублей,** НДС не облагается (пп.26, п.2, ст.149 НК РФ).

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 5

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

**Состав работ**

|  |  |  |
| --- | --- | --- |
| № п/п | Наименование мероприятия | Ожидаемый результат |
| 1. | Определение требуемых уровня защищенности персональных данных и класса защищенности информационной системы | Готовые документы, передаваемые в электронном виде:  - приказ о назначении комиссии по классификации и сопровождению аттестации объекта информатизации;  - приказ о создании информационной системы и назначении ответственных лиц;  - акт классификации информационной (автоматизированной) системы (выполненный в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77, постановлением Правительства РФ от 1 ноября 2012 г. № 1119, приказом ФСТЭК России от 11 февраля 2013 г. № 17). |
| 2. | Разработка модели угроз безопасности информации и технического задания на разработку системы защиты информации информационной системы | Готовые документы, передаваемые в электронном виде:  - модель угроз безопасности информации информационной системы (выполненная в соответствии с методическими документами ФСТЭК России «Методика оценки угроз безопасности информации», утвержденный 05.02.2021 и 8 Центра ФСБ России № 149/7/2/6-432 «Методические рекомендации по разработке нормативных правовых актов, определяющих угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых при осуществлении соответствующих видов деятельности», утвержденный 31.03.2015);  - техническое задание на создание системы защиты информации информационной системы (выполненное в соответствии с приказом ФСТЭК России от 11 февраля 2013 г. № 17 и ГОСТ 34.603-92);  Результатом оказания услуги является положительный ответ от ФСТЭК России в части согласования указанных документов либо ответ от ФСТЭК России об отсутствии необходимости такого согласования (на основании Требований, утвержденных постановлением Правительства РФ от 6 июля 2015 г. № 676).  Согласование с ФСБ России не требуется в соответствии с методическим документом 8 Центра ФСБ России № 149/7/2/6-432. |
| 3. | Поставка средств защиты информации и совместимых программно-аппаратных средств, необходимых для организации защищенного подключения информационной системы к СМЭВ | Передача заказчику:  - сертифицированного дистрибутива средства антивирусной защиты;  - лицензии на право использования и сертифицированного дистрибутива средства защиты информации от несанкционированного доступа;  - лицензии на право использования и сертифицированного дистрибутива средства программного модуля доверенной загрузки;  - лицензии на право использования и сертифицированного дистрибутива сканера сетевой безопасности;  - программно-аппаратного комплекса межсетевого экранирования, обнаружения вторжений и шифрования информации;  - серверов (2 шт.).  Требуемые характеристики на вышеперечисленные средства указаны в соответствующем разделе. |
| 4. | Внедрение системы защиты информации информационной системы | Готовые документы, передаваемые в электронном виде:  - акт установки и настройки средств защиты информации (должен содержать сведения о результатах установки и настройки всех сертифицированных средств защиты информации с указанием результатов снятия контрольных сумм (при наличии контрольных сумм в документации на средства защиты информации)). |
| 5. | Разработка организационно-распорядительных документов по защите информации информационной системы | Разработка организационно-распорядительных документов, необходимых для успешного прохождения аттестации по требованиям безопасности информации (в случае, если указанные документы отсутствуют либо не соответствуют предъявляемым требованиям).  Готовые документы, передаваемые в электронном виде:  - технический паспорт информационной системы (выполненный в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77);  - инструкция по безопасной эксплуатации информационной системы (выполненная в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77);  - матрица доступа к ресурсам информационной системы;  - сведения об уровне подготовки кадров, обеспечивающих защиту информации;  - план мероприятий по защите информации на объекте информатизации;  - перечни лиц, имеющих право доступа в помещения;  - перечень пользователей информационной системы;  - перечень пользователей средств криптографической защиты информации;  - журнал учета машинных носителей конфиденциальной информации;  - журнал учета паролей;  - проект приказа о вводе информационной системы в постоянную эксплуатацию;  - иные документы, предусмотренные действующими требованиями. |
| 6. | Проведение предварительных испытаний, опытной эксплуатации, анализа уязвимостей и приемочных испытаний системы защиты информации информационной системы | Готовые документы, передаваемые в виде твердой копии:  - акт приемки системы защиты информации в опытную эксплуатацию (в соответствии с ГОСТ 34.603-92);  - журнал опытной эксплуатации (при необходимости, в соответствии с ГОСТ 34.603-92);  - акт о завершении опытной эксплуатации системы защиты информации (в соответствии с ГОСТ 34.603-92);  - заключение по результатам анализа уязвимостей системы защиты информации (выполненное в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77);  - акт приемки системы защиты информации в постоянную эксплуатацию (в соответствии с ГОСТ 34.603-92). |
| 7. | Проверка возможности эксплуатации средств криптографической защиты информации | Готовые документы, передаваемые в виде твердой копии (выполненные в соответствии с приказом ФАПСИ от 13 июня 2001 г. N 152):  - заключение по уровню подготовки пользователей средств криптографической защиты информации;  - заключение о возможности эксплуатации средств криптографической защиты информации;  - журнал учета средств криптографической защиты информации;  - журнал учета хранилищ. |
| 8. | Разработка программы и методик аттестационных испытаний информационной системы на соответствие требованиям по безопасности информации | Готовые документы, передаваемые в виде твердой копии (выполненные в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77):  - программа и методики аттестационных испытаний информационной системы. |
| 9. | Аттестация информационной системы по требованиям безопасности информации | Готовые документы, передаваемые в виде твердой копии (выполненные в соответствии с приказом ФСТЭК России от 29 апреля 2021 г. N 77):  - протокол оценки соответствия принятых технических мер по защите информации от несанкционированного доступа;  - заключение по результатам аттестационных испытаний;  - аттестат соответствия требованиям по безопасности информации (приказ ФСТЭК России от 11 февраля 2013 г. № 17, приказ ФСТЭК России от 18 февраля 2013 г. № 21). |

Стоимость услуг (работ), оказываемых Исполнителем по договору, составляет \_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, включая НДС по ставке, предусмотренной действующей редакцией НК РФ

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 6

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

**ОБЯЗАТЕЛЬСТВА**

**в области информационной безопасности при выполнении работ (оказании услуг)**

**с использованием средств вычислительной техники[[1]](#footnote-1)**

1. Подготовка персонала.
   1. К выполнению работ (оказанию услуг) по Договору, связанных с использованием средств вычислительной техники (далее – СВТ) Заказчика, допускаются сотрудники Исполнителя[[2]](#footnote-2) при выполнении следующих условий:

* ознакомление с действующими стандартами предприятия по информационной безопасности (далее – СТП по ИБ), переданными Заказчиком. Листы ознакомления сотрудников Исполнителя с СТП по ИБ (оригиналы) передаются в Отдел экономической безопасности Заказчика;
* оформление и получение полномочий и учетных записей в информационных системах согласно регламентированным процедурам, принятым у Заказчика.

1. Порядок допуска к информационным ресурсам и обеспечение средствами вычислительной техники в пределах контролируемой зоны Заказчика[[3]](#footnote-3).
   1. Временный доступ к информационным ресурсам (далее – ИР) Заказчика может быть предоставлен сотрудникам Исполнителя (далее – Пользователям) если это определено договорными обязательствами по заявке руководителя куратора Договора согласно процедурам, принятым Заказчиком.
   2. В случае предоставления временного доступа к информационным ресурсам Заказчик обеспечивает Пользователей рабочими местами, оснащенными СВТ, в пределах контролируемой зоны Заказчика по предварительному согласованию со структурным подразделением Заказчика, ответственным за использование СВТ на этапе заключения Договора.
2. Порядок допуска к информационным ресурсам вне пределов контролируемой зоны Заказчика.
   1. Пользователям может быть предоставлен удаленный доступ к ИР, если это определено договорными обязательствами при соблюдении следующих условий:

* приобретение за счет собственных средств Исполнителя смарт-карт для обеспечения строгой двухфакторной аутентификации на каждое автоматизированное рабочее место (далее – АРМ) по количеству подключаемых Пользователей в соответствии со спецификацией;

|  |  |  |
| --- | --- | --- |
| **№** | **Наименование** | **Артикулы** |
| **1** | **2** | **3** |
| 1. | JaCarta PRO | JC009 |

* выделение отдельных АРМ Исполнителя, обеспечение бесперебойного функционирования программно-аппаратного комплекса АРМ, своевременного технического обслуживания и периодических обновлений операционной системы и антивирусных баз;

1. Общие требования при работе с информационно-техническими ресурсами в пределах контролируемой зоны Заказчика.
   1. Пользователи обязаны соблюдать требования по ИБ, изложенные в действующих СТП:

СТП 001.017.028-2021 Обеспечение ИБ технических средств;

СТП 001.017.029-2021 Обеспечение ИБ удаленного доступа;

СТП 001.017.035-2021 Управление доступом к информационным ресурсам ИС;

СТП 001.017.036-2021 Управление паролями;

СТП 001.017.044-2017 Правила пользования ЭВТ.

* 1. Пользователи обязаны уничтожать в шредерах копии и черновики документов, содержащих информацию Заказчика, не относящуюся к информации уровня конфиденциальности «публичная» или «открытая».
  2. Пользователям категорически запрещается открывать доступ из сети к каталогам и дискам компьютеров, если иное не предусмотрено Договором.
  3. Пользователям категорически запрещается копировать информацию Заказчика на любые электронные носители и компьютеры, не принадлежащие Заказчику, без получения согласования со службой ИБ Заказчика, если иное не предусмотрено Договором, а также записывать и хранить сведения конфиденциального характера на неучтенных носителях информации (гибких магнитных дисках, флэш-носителях и т.п.).
  4. Пользователям запрещается входить в сеть или подключаться к ИР под чужими учетными записями.
  5. Если по электронной почте получено сообщение от неизвестного внешнего адресата (за исключением адресатов системы электронной почты Компании – домен irkutskenergo.ru), то Пользователь обязан удалить такое сообщение, не открывая (не читая) его.
  6. Пользователи не могут получать доступ к ИР, извлекать и сохранять информацию на любые носители, если у них нет на это соответствующих полномочий, выданных Заказчиком.
  7. Запрещается использовать компоненты программного и аппаратного обеспечения автоматизированных систем и АРМ, включая использование сети Интернет и системы электронной почты Заказчика, в целях, отличных от условий, предусмотренных Договором (в том числе посещать страницы развлекательных сайтов в сети Интернет, запускать игровые программы и т.д.).
  8. Любой файл, полученный из сети Интернет (не через почтовый сервис), должен считаться потенциально опасным. Запрещается открывать и запускать такие файлы без предварительной проверки антивирусной программой. При этом антивирусная программа должна иметь актуальные базы (текущей даты).
  9. Запрещается умышленно использовать недокументированные свойства и ошибки в программном обеспечении или в настройках средств защиты, которые могут привести к возникновению и/или реализации угроз ИБ, несанкционированному доступу и т.д., если это не предусмотрено Договором.
  10. Запрещается самостоятельно разрабатывать или использовать не регламентированные (не относящиеся к производственному процессу) программы.
  11. Запрещается подключать к компьютерам модемы, сотовые телефоны, КПК и т.д. без согласования со службой ИБ Заказчика.
  12. Запрещается подключать к компьютерному оборудованию Заказчика любые периферийные устройства без согласования со Службой поддержки пользователей Заказчика.
  13. Запрещается включать в электрические розетки структурированной кабельной системы Заказчика, предназначенные для компьютерного оборудования, любое бытовое электрооборудование, включая электронагревательные приборы.
  14. Запрещается самовольно без согласования со Службой поддержки пользователей Заказчика и службой ИБ Заказчика вносить какие-либо изменения в конфигурацию аппаратно-программных средств рабочих станций или устанавливать дополнительно любые программные и аппаратные средства.
  15. Запрещается отправлять на оргтехнику общего пользования без непосредственного контроля любую информацию, не относящуюся к информации уровня конфиденциальности «публичная» или «открытая».
  16. Запрещается оставлять без присмотра на рабочем месте, а также в устройствах печати и копирования, машинные носители информации и распечатки, содержащие любую информацию, не относящуюся к информации уровня конфиденциальности «публичная» или «открытая».
  17. Пользователь обязан немедленно поставить в известность работников службы ИБ Заказчика в случаях:
      + утери персонального ключевого носителя информации, при подозрении компрометации личных ключей и паролей;
      + сбоях в работе информационно-телекоммуникационной сети;
      + нарушений целостности пломб (наклеек), нарушении или несоответствии номеров печатей на аппаратных средствах как Заказчика, так и Исполнителя или иных фактов совершения в отсутствие Пользователя попыток несанкционированного доступа к компьютерному оборудованию;
      + фактов совершения попыток несанкционированного доступа к ИР;
      + несанкционированных изменений в конфигурации программных или аппаратных средств АРМ; произведенных с нарушением порядка, установленного СТП 001.017.044-2017 «Правила пользования ЭВТ»;
      + отклонений от нормальной работы системных и прикладных программных средств, затрудняющих эксплуатацию АРМ, выхода из строя или неустойчивого функционирования узлов АРМ;
      + некорректного функционирования установленных на рабочих станциях технических средств защиты;
      + не предусмотренных на АРМ отводов кабелей и подключенных устройств.

1. Ответственность сторон
2. Исполнитель обязан обеспечить ознакомление субподрядчиков, а также иных работников, привлеченных Исполнителем для выполнения настоящего Договора, с СТП, указанными в п. 4.1, с соблюдением условий, указанных в п. 1.1.
3. Исполнитель несет полную ответственность за соблюдение требований по ИБ со стороны субподрядчиков, а также иных работников, привлеченных Исполнителем для выполнения настоящего Договора.
4. Любое нарушение требований по ИБ субподрядчиком (субисполнителем) будет рассматриваться Заказчиком как серьезное нарушение Исполнителем условий Договора.
5. Пользователь, которому стало известно о нарушении правил и требований по ИБ, должен уведомить об этом работников службы ИБ Заказчика.
6. Выявленные факты нарушений ИБ оформляются по форме инцидента ИБ, принятой у Заказчика.
7. Основанием для оформления инцидента ИБ являются журналы систем защиты информации, операционных систем и приложений Заказчика, выписки из которых прикладываются к форме инцидента ИБ, принятой у Заказчика.
8. По факту инцидента ИБ по требованию работников службы ИБ Заказчика Пользователь обязан предоставить объяснительную записку через куратора Договора, в которой должен указать условия и причины возникновения инцидента ИБ.
9. Прочие положения
10. Заказчик имеет право на контроль всех действий Пользователей, проводимых в сети, на СВТ Заказчика или в почтовой системе без предварительного уведомления Пользователей.
11. В случае невыполнения требований по ИБ Заказчик вправе блокировать доступ Исполнителя к сети или СВТ Заказчика.

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

Приложение № 7

к Договору № \_\_\_\_\_\_\_\_\_\_

от « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г.

**Соглашение о соблюдении антикоррупционных условий**

|  |  |
| --- | --- |
| г. Иркутск | « \_\_ » \_\_\_\_\_\_\_\_\_\_ 2023 г. |

1. При исполнении обязательств Стороны, их аффилированные лица, работники или лица, действующие от их имени и (или) в их интересах:

- лично или через посредников не осуществляют, не предлагают, не требуют, не добиваются, не разрешают, не дают согласие осуществлять передачу или получение вознаграждения в виде денежных средств, ценных бумаг, иного имущества, оказания услуг имущественного характера, предоставления имущественных прав прямо или косвенно любым лицам, включая, но, не ограничиваясь, коммерческим организациям и их представителям, органам власти и самоуправления, государственным и муниципальным служащим, для оказания влияния на действия или решения этих или иных лиц с целью получить какие-либо неправомерные преимущества или реализовать неправомерные цели, а также не оказывают содействие в реализации данных незаконных действий;

- не злоупотребляют и не пренебрегают своими полномочиями в целях извлечения выгод и преимуществ для себя или других лиц либо нанесения вреда другим лицам;

- не осуществляют действия, нарушающие требования применимого законодательства и международных актов о противодействии легализации (отмыванию) доходов, полученных преступным путем.

1. В случае возникновения у Сторон подозрений, что произошло или может произойти нарушение каких-либо антикоррупционных условий, соответствующая Сторона обязуется уведомить другую Сторону об этом в письменной форме.
2. В письменном уведомлении Сторона обязана сослаться на факты или предоставить материалы, достоверно подтверждающие или дающие основание предполагать, что произошло или может произойти нарушение каких-либо положений настоящих условий Контрагентом, его аффилированными лицами, работниками или посредниками, выражающееся в действиях, квалифицируемых применимым законодательством, как дача или получение взятки, коммерческий подкуп, а также в действиях, нарушающих требования применимого законодательства и международных актов о противодействии легализации (отмыванию) доходов, полученных преступным путем.
3. Стороны прилагают разумные усилия, чтобы минимизировать риск возникновения деловых отношений с Контрагентами, вовлеченными в коррупционную деятельность, а также оказывают взаимное содействие друг другу в целях предотвращения коррупции. Стороны обязуются обеспечивать непрерывное функционирование системы внутреннего контроля, соблюдать регламенты и политики по мониторингу, запрещению и предотвращению каких-либо действий, которые могут рассматриваться как нарушение антикоррупционного законодательства.
4. Стороны признают, что их возможные неправомерные действия и нарушение антикоррупционных условий могут повлечь за собой неблагоприятные последствия - от понижения рейтинга надежности Контрагента до существенных ограничений по взаимодействию с Контрагентом, вплоть до расторжения Договора.
5. Стороны гарантируют осуществление надлежащего разбирательства по выявленным фактам с соблюдением принципов конфиденциальности и применением эффективных мер по устранению практических затруднений и предотвращению возможных конфликтных ситуаций.
6. Стороны гарантируют полную конфиденциальность при исполнении антикоррупционных условий, а также отсутствие негативных последствий как для обращающейся Стороны в целом, так и для конкретных работников обращающейся Стороны, сообщивших о факте нарушений.
7. Настоящее Соглашение составлено в 2 (двух) экземплярах на русском языке, имеющих равную юридическую силу, каждый из которых является оригиналом, по 1 (одному) для каждой из Сторон.

|  |  |
| --- | --- |
| **Заказчик:** | **Исполнитель:** |
| Директор по передаче электроэнергии –  главный инженер АО «ИЭСК» | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Ю.Н. Терских | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. | « \_\_ » \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2023 г. |
| М.П. | М.П. |

1. Средства вычислительной техники (СВТ) – совокупность программных и технических элементов систем обработки данных, способных функционировать самостоятельно или в составе других систем. [↑](#footnote-ref-1)
2. В редакции Договора следует именовать Исполнителя так, как указано в тексте Договора. [↑](#footnote-ref-2)
3. Контролируемая зона Заказчика – пространство (территория, здание, часть здания), в котором исключено неконтролируемое пребывание работников и посетителей Заказчика, а также транспортных средств. [↑](#footnote-ref-3)